# AWR-136/MGT-384: Essentials of Community Cyber Security/Community Preparedness for Cyber Incidents

## Description:

AWR-136: Essentials of Community Cybersecurity provides participants with an awareness of cyber threats and vulnerabilities. Participants will explore the interconnections and interdependencies communities have in regard to the cyber threat and are shown how this can lead to cascading impacts from a cyberattack or incident. To address what is needed at the community level the recommended, will be used as a platform and participants will discuss some of the fundamental activities needed to develop a viable sustainable community cyber security program.

MGT-384: This 12 hour, non-technical course is designed to develop community leaders and managers and stakeholders to prepare communities for cyber incidents by identifying protection, response and recovery strategies for cyber incidents that are able to be implemented in the community. The course utilizes a team approach to capitalize on the synergy of traditional emergency response organizations, local and state government, military and public and private operators of critical infrastructure, to accomplish this training. **AWR-136 is a prerequisite for MGT-384, these courses will be delivered in conjunction to one another. If you complete both the AWR-136 and the MGT-384 it will reflect as two separate courses within your training history. In addition, you will receive two separate certificates within your Training History in the DHSES Learning Management System.**

## Course Objectives:

- Analyze their community to identify critical infrastructure vulnerable to cyberattacks
- Assess how threats can impact their community
- Evaluate the preparedness level of their community using the Community Cyber Security Maturity Model (CCSMM)

Upon successful completion of this course, participants will be able to utilize processes and frameworks including the Community Cyber Security Maturity Model, to develop and implement strategies within their organization and community to increase cyber resilience.

## Prerequisites:

You must be a US Citizen to take this course. **If you are not please let us know by email for further instruction at OEM.TRAINING@DHSES.NY.GOV**

All participants must have a FEMA Student Identification (FEMA SID) number. Students can search for their existing/create a new FEMA SID at: [https://cdp.dhs.gov/femasid/](https://cdp.dhs.gov/femasid/).

## Length: 16 Hours

**Target Audience:**
- Emergency Management
- Fire Service
- Governmental Administrative
- Law Enforcement
- Health Care
- Public Health
- Public Safety Communications
- Public Works
- Citizen/Community Volunteer
- Information Technology
- Transportation
- Other
- Education

**Cost:**

There is no fee for the course. Other cost considerations are detailed in each LMS course offering.

## Signup Details:

Register through the New York State DHSES Learning Management System. Access the LMS through the link on the calendar webpage.

Office of Emergency Management—Training and Exercises Section at (518) 292-2351 or OEM.Training@dhses.ny.gov